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Executive Summary
An all-payer claims database (APCD) is a system that collects health care claims and related data from all (or nearly all) entities that pay for health care services in a geographic area, including private and public health plans. Today, 23 states have APCDs, and they are valuable tools that virtually anyone with a stake in the health care system—including consumers, employers, health care providers, health insurers, researchers, and policymakers—can use to better understand the system and find ways to improve it. Indeed, in the states that have them, APCDs can provide a comprehensive picture of health care spending, health care delivery, and health insurance enrollment, and they offer insights that no other data can replicate, particularly with respect to private health insurance markets.

Unfortunately, today’s APCDs have important limitations. Most prominently, a 2016 Supreme Court decision, *Gobeille v. Liberty Mutual Insurance Co.*, held that states may not require data collection from non-governmental self-insured group health plans. Because self-insured plans represent 61% of enrollment in employer coverage—and about one-third of all covered people—this decision left a large gap in state APCDs.

Current APCDs also have limitations that predate the *Gobeille* decision and arise from the fact that they are state entities that operate independently of one another. Because each state has its own data submission protocols and data access procedures, combining data from multiple states is challenging, which can frustrate efforts to compare experiences in different states. Further, because APCDs are state-controlled, federal policymakers have no automatic access to APCD data. Relying on a patchwork of state APCDs also forfeits potential economies of scale, which increases administrative costs for both payers and APCDs themselves and may prevent APCDs from making valuable investments in public reporting or data quality. Further, half the U.S. population lives in a state without an APCD.

Federal policymakers have multiple options to address the limitations of current APCDs:

- **Enable state collection of self-insured data**: Federal policymakers can directly restore state APCDs’ ability to collect data from self-insured plans. Congress could enact simple legislation that would achieve this objective. Alternatively, the Supreme Court’s decision in *Gobeille* described a legal pathway by which the federal government could authorize states to collect these data on its behalf without new legislation. In either case, policymakers could choose to limit the ability to collect data from self-insured plans to state APCDs that meet certain conditions, like collecting data in a uniform format to reduce administrative burden on payers or providing adequate researcher access to the data.

- **Create a national APCD**: The federal government could also build a national APCD that would collect data from all payers in all states. The federal government and outside researchers could then access this rich national dataset, subject to appropriate privacy safeguards. Data from a national APCD could also be shared with state APCDs, which might need to adapt their systems to accept it, but would then be freed from the burden of collecting data themselves and could focus their limited resources on high-value efforts to support broader use of the data.

In designing such a system, policymakers would need to pay careful attention to privacy and data security concerns. A national APCD could adopt security procedures like those that govern existing federal health care databases. It could also implement data access procedures similar to those that govern Medicare claims data today; in particular, it could bar users from disclosing anything other than aggregated results, require them to abide by rigorous data security practices, limit their access to only those data elements required for their planned analyses, and require them to access and analyze data in a secure computing environment controlled by the federal government. Policymakers could also bar an APCD from holding direct individual identifiers, although such restrictions would need to be crafted carefully to avoid reducing the APCD’s capabilities.
The federal government already has the authority to collect these data and could do so without new legislation, although such an initiative is more likely to be pursued and completed if Congress directs and funds the work. Policymakers could also consider housing this initiative within a non-profit, rather than a federal agency, as proposed in legislation recently considered in the Senate Health, Education, Labor, and Pensions Committee, although such an approach poses some governance concerns and would likely require new legislation.

- **Expand state APCD coverage and harmonize state APCDs**: Policymakers could also pursue a hybrid approach that would expand, improve, and harmonize the existing network of state APCDs. In this model, policymakers would take three steps: (1) authorize state APCDs to collect self-insured data; (2) provide grants to states to encourage creation of new APCDs; and (3) require state APCDs to collect data through a standardized process and share their data with a federal “clearinghouse,” similar to the federal clearinghouse that currently exists for state hospital encounter data. The clearinghouse could support research projects that require data from multiple states and facilitate use of these data by federal policymakers, while the grants might encourage more states to create APCDs. However, some states would likely continue to lack APCDs under this approach, and each state APCD would still need to invest in its own infrastructure for collecting and maintaining claims data. The federal government likely already has the authority to pursue this approach, but as with creating a national APCD, such an initiative is more likely to be undertaken with Congressional support.

We believe that creating a national APCD is the best of these approaches. With a small investment of resources relative to total US health care spending, policymakers could create a tool that offers a comprehensive picture of the health care system that no existing data source can come close to matching, thereby accelerating efforts by a wide range of public and private actors to better understand and ultimately improve American health care. While efforts to expand the number of state APCDs and harmonize existing APCDs could also improve on the status quo (and the pre-Gobeille status quo) and might encounter somewhat less stakeholder opposition, such a project would achieve less than creating a truly national APCD, and we view it as a decidedly second-best alternative.

If the political will cannot be summoned to pursue these larger projects, either Congress or federal agencies should act swiftly to at least restore states’ ability to collect self-insured data. While not cost free, this is a fairly simple undertaking that will make existing APCDs more useful and comprehensive. It would allow state APCDs to maximize their own potential, hopefully building a constituency for creating a better national infrastructure over the longer-term.

Stakeholders might raise objections to the policy approaches we recommend here, but policymakers should not be deterred from moving forward. Payers might raise concerns about the burden of reporting data to APCDs, but since payers already provide similar data to many entities, including state APCDs, under the status quo, the incremental burden associated with these proposals would likely be modest. There is also an ongoing debate about whether disclosure of payers’ negotiated prices, including through an APCD, could put upward pressure on prices. While the evidence on this question is mixed, policymakers could prevent disclosure of negotiated prices if they wished, albeit not without reducing the utility of APCD data in important respects. Privacy and security concerns are also sometimes raised in response to options that involve the federal government holding claims data. However, APCDs do not appear to present any novel privacy or security issues relative to other government undertakings, and these concerns can be addressed using privacy and security standards similar to those that have proven successful in protecting other sensitive data, like Medicare claims data. We also note that some stakeholders sell data products that would become less valuable if APCD data became more robust and widely available, which may lead them to oppose APCD expansion, but this concern likely should not factor into policymakers’ decisions.
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A Primer on APCDs

We begin this report by providing a brief overview of what an all-payer claims database (APCD) is, what APCDs can be used for, and the main objections raised against APCDs. Readers interested in more background on state APCDs may wish to refer to more comprehensive introductions elsewhere.¹

What is an APCD?

An APCD is a system that seeks to collect health care claims and related data from all (or nearly all) entities that pay for health care services in a geographic area, including private health insurance plans, Medicare, and Medicaid. All existing APCDs operate at the state level, and 23 states accounting for half the U.S. population currently have an APCD in operation or active implementation, as illustrated in Figure 1.² Several more states have APCD-like entities for which data submission is voluntary but which still reach a meaningful fraction of the state’s insurance market.³

Figure 1. States with APCDs, 2020

Note: California, Georgia, Hawaii, Indiana, and New Mexico APCDs are in implementation. Source: Adapted from APCD Council

---


² For additional details on the data underlying Figure 1, see All-Payer Claims Database Council, “Interactive State Report Map,” https://www.apcdcouncil.org/state/map (last visited October 19, 2020). The APCD Council reports that West Virginia began development of an APCD for which implementation has since stalled.

Most APCDs are directly operated by a state agency, but a few states delegate operation of their APCDs to a non-governmental entity. Even where an APCD is operated by a state agency, the work of collecting, cleaning, and maintaining data from payers is frequently contracted out to a vendor. In all states with APCDs, state law compels health insurers and the state’s Medicaid program to submit data to the APCD. Most state APCDs also obtain Medicare data via agreements with the federal government. Importantly, as we discuss in much greater detail below, federal law has prevented states from placing similar requirements on most self-insured group health plans since 2016, and it appears that states are unable to collect data for most self-insured enrollees. Because self-insured plans represent about 61% of enrollment in employer coverage and about one-third of all people with coverage, the “all payer” label is something of a misnomer as applied to existing state APCDs. Further, state APCDs do not collect data from certain other payers, like the Federal Employee Health Benefits Program, TRICARE, or the Veterans Administration.

The core of an APCD is health care claims data. A health care claim is generated for each service an insurer pays for and contains a variety of useful information, including the type of service, the patient that received the service, the provider that delivered the service, the date of delivery, the diagnosis that precipitated the service, and—crucially—what the insurer paid for the service as well as what the enrollee paid in cost-sharing. Prescription drug claims contain similar information. APCDs generally also collect various related information held by payers that is useful for analytic purposes, which may include enrollee demographic characteristics like age and zip code, as well as characteristics of enrollees’ coverage such as network characteristics and plan premiums.

---

4 For additional detail on each state APCD’s governance structure, see All-Payer Claims Database Council, “Interactive State Report Map,” https://www.apcdcouncil.org/state/map (last visited October 19, 2020).
APCDs fund themselves through a combination of mechanisms, including direct state funding, federal grant funding, and fees on data users. We are unaware of a data source that provides comprehensive information on APCDs’ budgets, but three APCDs for which recent budget information is readily available have annual budgets ranging from $1.6 million to $4.4 million. Extrapolating these estimates nationwide implies that existing APCDs incur combined operating costs of less than $100 million. For context, $100 million amounts to less than 0.003% of national health expenditures in 2018 or about $1 per $37,000 in health care spending. While APCD budgets do not include the costs that payers incur to report to APCDs, this figure suggests that if the uses of APCD data described in the next section facilitate even tiny reductions in health care spending or equivalent improvements in other aspects of health care system performance, then state investments in APCDs generate benefits that greatly exceed their costs.

Uses of APCD Data

Health care claims provide comprehensive information on what health care items and services (insured) people receive and how much is paid for those items and services. Consequently, claims can support many different types of analyses that have the potential to improve the health care system: 10

- **Public reporting:** Many state APCDs use the data they hold to produce public reports on their states’ health care systems. Some examine levels of and trends in health care utilization, spending, and quality in the state, which may be helpful to a variety of stakeholders, including individuals, the press, employers, providers, and insurers in understanding the current state of the health care system and making decisions related to it. Others examine specific issues of current interest, such as opioid prescribing patterns, the effects of COVID-19 on the health care system, and the utilization of low-value services. Some also use APCD data to create consumer-facing price transparency tools that allow patients to compare the prices charged by competing providers. 13

---

10 For a review of a large number of applications of APCD data, see All Payer Claims Database, “APCD Showcase: States Leading by Example,” https://www.apcdshowcase.org/ (last visited September 17, 2020).
• **Research:** APCDs can—and typically do—make the data they collect available to outside researchers, generally for a fee, with restrictions to protect patient privacy. State APCDs have supported research on a wide variety of topics, such as the effect of tiered networks on hospital choice and health care spending, the effect of Medicaid expansion on continuity of coverage, and the utilization of telehealth services.

• **Direct policy applications:** APCD data can also directly support policy design and implementation. At the policy design stage, APCD data can give policymakers a better picture of their states' health care systems and help inform estimates of the potential consequences of policy changes. For example, New Hampshire used APCD data to better understand how the prices paid by commercial payers compared to the prices paid by its Medicaid program as part of an effort to redesign its Medicaid fee schedules, while Washington State used APCD data to inform the provider payment rate requirements under its new “public option.”

APCD data also has applications in policy implementation. For example, APCD data has been used to determine out-of-network payment standards under state laws that address surprise billing. APCD data can also be used by state attorneys general to monitor for anti-competitive conduct in health care markets or evaluate proposed provider or insurer mergers.

APCDs have at least two important advantages over other claims data sources (or, at least, they would if they included data from all self-insured group health plans). First, APCDs can offer a more complete picture of the commercially insured population than other commercial claims databases, such as the databases maintained by IBM Marketscan, Optum (a subsidiary of United Healthcare), Blue Health Intelligence (a Blue Cross Blue Shield affiliate), and the non-profit Health Care Cost Institute (which, in its current incarnation, contains claims data contributed by Aetna, Humana, and United Healthcare, but will soon encompass data from Aetna, Humana, and Blue Health Intelligence). All of these databases capture a non-random subset of the commercial insurance market, and the subset of the market each database captures often changes over time; this introduces potential for bias in estimating marketwide averages and trends. This incomplete coverage, as well as limitations that contributing payers place on the use of their data, also limits the value of these databases for understanding how and why performance varies across different commercial payers and the factors that shape employers’ and individuals’ choices among competing insurance options.

Second, the fact that APCDs aspire to encompass all payers allows them to support analyses that would not be possible with databases that include only a subset of a state’s insurance market. For example, APCDs can be used to study trends in insurance enrollment in the state’s insurance market as a whole.

---

potentially with far greater precision and granularity than survey data sources.\textsuperscript{18} They can also be used to study how often people transition among different types of coverage and what the consequences of those transitions may be for the cost and quality of patient care.\textsuperscript{19}

APCDs are also a useful complement to state hospital encounter databases, which collect encounter records directly from hospitals.\textsuperscript{20} Hospital encounter databases generally do not collect information on non-facility-based outpatient care or prescription drug utilization, nor do they collect information on the prices paid for health care services. Thus, they paint an incomplete picture of care patterns and are not suitable for analyzing health care spending. (On the other hand, encounter databases do capture utilization by uninsured people, which APCDs do not since APCDs collect data from insurers.)

\textbf{Stakeholder Objections to APCDs}

While APCDs have significant potential to inform the public, facilitate research, and directly support policymaking, they do have detractors. We discuss several common objections to APCDs, including that they create administrative burdens for payers, could place upward pressure on prices by disclosing confidential negotiated prices, could threaten privacy, or may be applied in an overly broad array of circumstances. We also briefly discuss concerns that often go unstated but may be important motivators of stakeholder opposition.

\textbf{Administrative Burden}

Payers frequently express concern that submitting data to APCDs is burdensome.\textsuperscript{21} Concerns about burden are raised particularly frequently by groups representing self-insured group health plans, who argue that being required to submit to state APCDs, as opposed to a single national APCD, burdens self-insured plans that have enrollees in multiple states.\textsuperscript{22} They often also note, likely correctly, that any associated administrative costs will ultimately be passed along to consumers as higher premiums or, in the case of self-insured plans, higher plan administration fees. (For self-insured plans, the plan administrator, rather than the employer itself, generally handles APCD submission).

Our conversations with stakeholders indicated that submitting to an APCD involves three main steps. First, the insurer or plan administrator must extract the required information from its data systems and put that information in the format required by the APCD. Historically, each state's APCD has set its own data submission format, although in recent years the APCD Council has worked with state APCDs to develop a Common Data Layout that may be used in more states in years to come.\textsuperscript{23} Second, the submitting entity must actually transmit those data to the APCD, a process that generally uses standard technical protocols. Finally, the submitting entity must respond to any post-submission quality control inquiries. Our stakeholder conversations indicated that it is common for a payer to be required to submit data multiple times, either because the payer's data fails automated data quality checks at the time of submission or because the APCD's post-submission quality control checks identify issues that require resubmission.

---

\textsuperscript{18} Center For Health Information And Analysis, “Enrollment in Health Insurance,” https://www.chiamass.gov/enrollment-in-health-insurance/ (last visited September 17, 2020).


\textsuperscript{20} Almost all states maintain these databases for inpatient stays, and most states also have such databases for emergency department visits and hospital-based outpatient surgeries. See, “HCUP Fact Sheet,” Healthcare Cost and Utilization Project, https://www.hcup-us.ahrq.gov/news/exhibit_booth/HCUPFactSheet.pdf (last visited September 17, 2020).


We are unaware of any estimates of the cost of submitting data to an APCD. We note, however, that the activities involved in APCD submission are relatively routine for insurers and plan administrators. Data like these are shared with various vendors associated with day-to-day operation of health plans. Notably, many insurers and plan administrators also submit essentially identical data to commercial or non-profit databases (e.g., IBM Marketscan, Blue Health Intelligence or the Health Care Cost Institute). The incremental cost in submitting to an APCD may, therefore, be modest. In any case, we discuss steps federal policymakers could take to minimize these costs below.

**Upward Pressure on Negotiated Prices**

Another commonly expressed concern is that APCDs may result in public disclosure of the prices negotiated between health care providers and health insurers and that this disclosure may put upward pressure on negotiated prices.\(^{24}\) That upward pressure could arise in two ways.\(^{25}\) First, price disclosure may facilitate tacit collusion by providers by making it harder for a provider that lowers its price to hide that fact from its competitors. Second, in some cases, price disclosure could change the landscape of provider-insurer negotiations in ways that increase prices; for example, providers could become more reluctant to accept low prices from any given insurer for fear that other insurers will see that they are willing to accept low prices and demand low prices too, or a low-priced provider could learn that an insurer is willing to pay other providers higher prices and demand similarly high prices.

On the other hand, there are also ways that making price information more broadly available could reduce negotiated prices. First, as noted above, some states use APCD data to drive consumer-facing tools designed to enable patients to seek out lower-priced providers. If consumers did shift to lower-priced providers, this could lower prices directly and could put pressure on providers to reduce prices. Second, in some cases, price disclosure could change the landscape of provider-insurer negotiations in ways that reduce prices, rather than increase them as discussed in the last paragraph; for example, insurers could become less willing to pay any given provider high prices for fear that other providers will see that they are willing to pay high prices and demand high prices too, or an insurer that currently pays a provider a high price could learn that the provider accepts lower prices from other insurers and demand a similarly low price.

Some recent empirical research has suggested that greater price transparency may, on net, cause small reductions in prices, but the effects of price disclosure may be context-dependent, and this question is far from settled.\(^{26}\) In any case, if federal policymakers are concerned that price disclosure may have downsides, they could take steps to limit APCDs’ ability to disclose provider-level price information, although this would inhibit some uses of APCD data.

---


\(^{26}\) Christopher M. Whaley, “Provider Responses to Online Price Transparency,” 66 JOURNAL OF HEALTH ECONOMICS 241 (July 2019), [https://www.sciencedirect.com/science/article/abs/pii/S0167629618310476](https://www.sciencedirect.com/science/article/abs/pii/S0167629618310476); Zach Y. Brown, “Equilibrium Effects of Health Care Price Information,” 101 REVIEW OF ECONOMICS AND STATISTICS 699 (October 2019), [https://www.mitpressjournals.org/doi/full/10.1162/rest_a_00765?casa_token=OjbiZgME8_gAAAAA%3AWwnoEMMI5D7YhOPSLJ5otML231TUuQOnVuiHhq6oVWIt8EgJF5O7YYNnXFjxzdR2z_xrOEbsq](https://www.mitpressjournals.org/doi/full/10.1162/rest_a_00765?casa_token=OjbiZgME8_gAAAAA%3AWwnoEMMI5D7YhOPSLJ5otML231TUuQOnVuiHhq6oVWIt8EgJF5O7YYNnXFjxzdR2z_xrOEbsq).
Privacy and Security
Stakeholders also frequently raise concerns about the privacy of claims information submitted to an APCD, fearing disclosure of individual-level information, such as through a computer systems breach or as a result of researcher misconduct. While this is indeed a theoretical possibility, these concerns can be addressed through appropriate data privacy security safeguards. Indeed, we are unaware of any significant claims data breaches in the Medicare and Medicaid programs, both of which hold similarly sensitive claims records and use them for similar purposes. We discuss how federal policymakers might approach privacy and security protection in the context of a national APCD later in this paper.

Data Uses
Stakeholders also sometimes raise concerns about the fact that APCDs generally make data broadly available for public reporting, research, and policymaking, rather than restricting use of the data to a narrow set of pre-specified “use cases.” This open-ended mandate makes some stakeholders – particularly those whose activities are subject to more careful scrutiny through an APCD – uncomfortable. However, much of the value of an APCD arises from its ability to offer a flexible tool to support a broad array of efforts to better understand and ultimately improve the health care system. Because the health care system is complex and because circumstances change over time, any attempt to pre-specify the full set of potential applications of APCDs would likely leave out many high-value applications of APCD data.

A related concern, while not always made explicit, is that a government entity ought not have access to this type of health care data, particularly in the context of the broad mandate envisioned for APCDs. There is little that policymakers can do to mitigate this concern while still realizing the potential of APCDs. We do note, however, that even before the advent of state APCDs, state governments held claims data for their Medicaid programs and the federal government held claims data for the Medicare program, so it is routine for government entities to collect and hold claims data, albeit generally for the purposes of direct program administration.

Unstated Stakeholder Objections
While the preceding objections to APCDs are the ones most often raised publicly, some stakeholders’ views of APCDs may also reflect more parochial concerns. First, some health care providers may worry that broader availability of data on the prices of health care services may engender support for policies to reduce those prices. Second, as noted above, many insurers currently sell their claims information or data products derived from that claims information to third parties. For example, Blue Cross Blue Shield plans do so through their Blue Health Intelligence affiliate, while United Healthcare does the same through its Optum subsidiary, and many plans also sell data to data warehouses like IBM Marketscan that then resell those data to other entities. Plans may worry that broader availability of data through APCDs would reduce the prices they can demand. Third, some dominant insurers may worry that if information on prices and utilization in their markets become more widely available, other insurers could use that information to enter those markets or otherwise compete more effectively. In general, there is not a strong policy rationale for changing APCD policy to address parochial concerns like these, but policymakers should be aware that stakeholders may harbor them.

Limitations of Existing APCDs

Existing APCDs generate real benefits but also have limitations that reduce their utility for public reporting, research, and policymaking. One limitation—which has received increasing attention from federal policymakers—stems from the Supreme Court’s 2016 decision in *Gobeille v. Liberty Mutual Insurance Co.*, which held that states could not require data collection from non-governmental self-insured group health plans.

But existing APCDs also have other limitations that predate the *Gobeille* decision and arise from the fact that current APCDs are state entities that operate almost entirely independently of one another. These limitations, particularly the fact that it is challenging to combine data from multiple APCDs, reduce APCDs' utility in many applications, especially at the federal level, while also increasing administrative costs. This section discusses each set of limitations in turn.

The *Gobeille* Decision and its Consequences

*Gobeille* was a 6-2 decision, with Justices Roberts, Kennedy, Thomas, Breyer, Alito, and Kagan in the majority. This section considers the Court’s holding and the decision’s impact on APCDs.

The Court’s Decision in *Gobeille v. Liberty Mutual*

The federal Employee Retirement Income Security Act of 1974 (ERISA) regulates benefits offered by employers, including employer health plans (also called group health plans). ERISA includes a famously broad preemption clause that bars states from implementing any laws that “relate to” employee benefits.29 However, ERISA also specifies that state laws that “regulate[] insurance” are not preempted by federal law,30 leading to an uneasy arrangement where states have jurisdiction over the sale of insured health benefits to employers, but not over the employer’s group health plan itself. As a result, states can generally use their authority to regulate insurance to control insured employer health benefits, but state law cannot reach self-insured group health plans. And self-insurance is common: 61% of people with health coverage from an employer were in a self-insured plan in 2019.31

While ERISA does place limits on how states interact with self-insured group health plans, the scope of ERISA preemption was unclear. For a number of years, states took the position that APCD data collection did not violate ERISA. As a practical matter, state laws generally placed the reporting obligation on the entity that administered benefits and paid claims, which for almost all self-insured group health plans is a third-party (generally an insurance company), not on the plan itself. Thus, states could maintain that the data collection laws were not “related to” a group health plan as the Supreme Court has defined that concept in jurisprudence dating back to the 1990s.32

However, in 2011, a self-insured plan directed its administrator not to submit data to Vermont, the administrator was subpoenaed by the state, and the self-insured plan then sued, claiming that the requirement to submit to the state’s APCD was preempted by ERISA. The Second Circuit agreed.33 The case reached the Supreme Court, and in March 2016 the Supreme Court held that ERISA preempted state laws that required data submission associated with a self-insured plan.34

---

32 Given the Court’s prior decisions, this argument was more plausible than it may initially seem. The Court has criticized “uncritical literalism” in applying the phrase “relate to,” and demanded a more contextual inquiry into whether a state law duplicates ERISA requirements in assessing preemption. See, e.g., Brief for Petitioner, *Gobeille v. Liberty Mutual Insurance Co.*, https://www.scotusblog.com/wp-content/uploads/2015/09/14-1489ts.pdf.
33 *Liberty Mutual Insurance Co. v. Donegan*, 746 F.3d 497 (2d Cir. 2014).
The Court’s majority opinion concluded that state laws requiring administrators to submit data about self-insured plans were “related to” a group health plan within the meaning of ERISA. Under the Court’s prior ERISA jurisprudence, one important question was the extent to which the state law overlapped with “the objectives of the ERISA statute.” The Court emphasized that ERISA included record-keeping and reporting requirements and that while current ERISA regulations did not directly compel self-insured plans to submit claims data to federal regulators, the statute provided authority for the federal government to require submission of additional data. Given this overlap between the “objectives” of ERISA and these state laws, the states’ reporting requirements were preempted.

The scope of federal data collection authority was also addressed in a separate concurrence by Justice Breyer. Breyer noted that federal law allowed the government to collect information related to health care claims that was very similar to the data state APCDs were collecting, and he wrote to emphasize that this federal authority provided a pathway for states to access the data they sought. He noted that the federal government could collect claims data and conduct analysis on behalf of the states, share data with the states, or “delegate” authority to collect data to “a particular state.”

Consequences of the Gobeille Decision

Today, state APCDs are continuing to collect and analyze data from insured group health plans, which represent about 39% of the employer market nationally. State APCDs can also require data collection from self-insured non-federal governmental health plans (i.e., state and local government employee health plans), which are not regulated under ERISA or affected by ERISA preemption. These plans account for a significant fraction of total enrollment in most states since state government and public universities are major employers almost everywhere in the country. Finally, states generally allow voluntary submission from self-insured plans (other than governmental plans).

We are unaware of any comprehensive data on how many self-insured plans still submit to APCDs, but fragmentary evidence suggests that states are receiving a limited amount of data. For example, Maryland reports that it collects data for 25-30% of self-insured enrollees, primarily from governmental plans, and Massachusetts estimates that it collects data for about 25% of self-insured enrollees. Our conversations with stakeholders suggest that some large employers, particularly those that have an institutional connection to the APCD mission like health systems or universities, do opt in to data-sharing with state APCDs and that some states have also worked with Chambers of Commerce or other local stakeholders to encourage employers to opt in. However, stakeholders suggest that these efforts have borne limited fruit, and data collection from non-governmental self-insured plans is fairly limited and non-representative.

Nor are there obvious steps states could take to substantially increase submission by self-insured plans. States could try to require third-party administrators to submit self-insured plan data unless the employer affirmatively opts out of submission, but given that many plan administrators may prefer not to submit data for the various reasons discussed above, opt outs would likely be common. Alternatively, states could require that any insurance company that wished to sell insured health benefits in the state must incorporate submission to the state APCD into its contracts with employers for which it administers self-insured plans. But this strategy would not reach all self-insured plans, and courts might conclude that this type of regulatory bank shot was also preempted under ERISA.

35 Id. (“The State’s law and regulation govern plan reporting, disclosure, and—by necessary implication—recordkeeping. These matters are fundamental components of ERISA’s regulation of plan administration.”)
The loss of self-insured data makes state APCDs less useful than they were prior to Gobeille in at least four important respects:

- **Loss of comprehensiveness**: APCDs that lack complete self-insured data are not true all-payer databases since, as noted earlier, about one-third of all covered people are enrolled in self-insured group health plans. That large gap makes it difficult or impossible to use the APCD to track aggregate insurance enrollment or to study transitions among different coverage types, eliminating one of the major advantages of APCDs relative to other data sources.

- **Loss of representativeness**: The enrollees omitted when APCDs lose access to self-insured data are a non-random subset of people with employer coverage. Notably, large employers are far more likely to be self-insured; in 2019, just 17% of health insurance enrollment was in self-insured plans among firms with fewer than 200 workers, compared to 80% for firms with 200 or more workers. The share of workers in self-insured plans also varies widely by industry and region, presumably in part reflecting variation in the firm size distribution across those categories. Consequently, state APCDs that lack self-insured data may offer a skewed picture of the market as a whole and will generally be unsuitable for studying how claims spending varies across firms of different types, particularly larger and smaller firms.

- **Smaller sample sizes**: Due to the large number of covered lives in self-insured plans, exclusion of self-insured data from state APCDs also substantially reduces the size of those databases. Smaller samples sizes can create problems for many analyses but are particularly problematic for efforts to measure the efficiency or quality of care at the provider level since the total number of patients seen by many providers (across all plan types) is often modest.

- **Inability to study differences between insured and self-insured plans**: APCDs that lack data from self-insured plans cannot be used to compare insured and self-insured plans. Because of ERISA preemption, insured health plans are subject to many state regulations that self-insured plans are not, so comparing outcomes under the two types of plans can provide useful insights about the effects of those regulations. Some research has also found that health insurance companies behave differently when acting as third-party administrators for self-insured plans than when they sell insured coverage, a pattern that merits greater study.

**Limitations of Relying on a Patchwork of State APCDs**

The Gobeille decision was a significant blow to state APCDs, but even the APCDs that existed before the decision fell short of realizing APCDs’ full potential. Because existing APCDs are run by the states, they operate independently of one another and do not exist everywhere. In several ways, this state of affairs has made existing APCDs less effective than they could be in supporting public reporting, research, and policymaking, while increasing administrative costs for both payers and governments.

**Challenges in Combining Data from Multiple States**

Many potential applications of APCD data require combining data for multiple states. Most prominently, research aimed at learning about the effects of state policies commonly involves comparing outcomes in states that have implemented a particular policy to states that have not and thus requires data for multiple states. In other cases, data from multiple states may be necessary to achieve adequate statistical power, particularly when studying phenomena that operate at the provider level.
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or geographic market level (since, in these cases, the relevant metric of sample size is the number of providers or markets represented in the data set). Similarly, communities interested in understanding in broad terms how their health care systems compare to others will often benefit greatly from being able to compare to communities in other states. Even studies with a purely local focus will sometimes require data from multiple state APCDs if a metropolitan area of interest crosses state boundaries.

Unfortunately, despite the benefits of combining data from multiple state APCDs, we are aware of few studies that have done so (and even those studies that do combine data from multiple state APCDs generally only use data from a small number of APCDs). The dearth of such studies likely reflects two main barriers. First, and likely most important, while most state APCDs allow researchers to access their data if certain conditions are met, as noted earlier, each state has its own application process, its own restrictions on how data can be used, and its own fees for data access. Consequently, accessing multiple states’ databases may require a substantial investment of both time and funds. Second, each state APCD collects and stores data in slightly different ways. Thus, adding an additional state to a research project generally requires substantial additional researcher effort to account for the idiosyncratic features of that particular state’s data. For both these reasons, research projects that use more than one state database are likely to be prohibitively difficult in most cases.

Incomplete Geographic Coverage
Currently, 27 states lack APCDs, and half the country’s population lives in a state without an APCD. The most direct consequence of the fact that some states lack APCDs is that these states cannot use APCD data to support research and policy efforts aimed at improving their own health care systems.

But the fact that many states lack APCDs also impedes national efforts to improve the health care system. For example, researchers have used APCD data to evaluate state-level policies, which can offer lessons that are useful to other states and to federal policymakers. APCD data cannot support such studies in states that lack them. And even where barriers to combining data from multiple states can be overcome, the lack of truly national data constrains the sample sizes available to researchers.

Incomplete APCD coverage also limits the utility of APCDs for federal policymaking, even if the data access concerns considered below can be overcome. For example, as noted earlier, some states have used their APCDs to set out-of-network payment standards in legislation addressing surprise billing. But because APCDs do not exist everywhere, that option is not available to federal policymakers. Instead, they have ended up pursuing other approaches to setting payment standards, such as having each insurer compute a standard based on its own data, which have important downsides.

Inaccessibility to Federal Policymakers
APCD data may be of use to federal policymakers in areas well beyond surprise billing. The comprehensive picture they provide of the commercial health insurance market can help inform policy analysis and policy development work by both the executive branch and legislative agencies like the
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Constitutional Budget Office. APCD data may also be useful for various “operational” purposes, including anti-trust enforcement by the Department of Justice and Federal Trade Commission.

Unfortunately, because existing APCDs are controlled by the states, they are not routinely available to federal policymakers. To our knowledge, no state provides a specific process by which a federal government agency can gain access to APCD data, although a federal agency might be able to access data through the process available to researchers. Even where processes do exist, federal agencies will face the same challenges researchers face in trying to combine data from multiple states, although their greater resources may increase their ability to overcome them.

**Inability to Exploit Economies of Scale**

The existence of multiple state APCDs also necessitates some administrative duplication. Each state must develop its own data submission policies and protocols, build and maintain its own data systems, manage and clean its own data, as well as produce its own publications and statistical reports based on the data collected. For their part, payers that operate in multiple states incur higher costs to conform to each state’s data submission requirements and respond separately to post-submission inquiries regarding data quality issues. The development of the APCD Council’s Common Data Layout (CDL), which was described above, may reduce duplicative effort in some areas, but will not in others, and it remains to be seen how widely the CDL will ultimately be adopted.

Because APCD budgets are relatively modest and there is reason to believe that payers’ submission costs are modest too, the aggregate cost of this duplication may be small, at least relative to the potential benefits of APCDs and health care spending. Rather, the more important way that state APCDs’ limited scale negatively affects their work may be by preventing them from making certain types of investments. For example, as noted earlier, APCD data can be used to produce reports on aggregate trends in health care spending, prices, utilization, and quality across different service types or geographic areas, which can be valuable to a broad array of users, ranging from researchers and policymakers to employers and health insurers. Investing in the staff to produce these types of reports may sometimes be challenging for states, particularly small states. But because producing these types of reports for many geographic areas is only modestly more resource intensive than producing them for a single geographic area, these types of investments would likely be more feasible for an APCD with broader geographic scope. For similar reasons, APCDs with broader geographic scope may be able to justify investing more in efforts to improve data quality since those efforts could be leveraged across a larger database. States’ limited financing capacity may also lead APCDs to rely too heavily on fees from data users, which may reduce the data’s accessibility for research purposes.

**Federal Policy Options**

Recent years have seen bipartisan federal interest in improving APCDs (see Box 2), which suggests that changes in federal policy toward APCDs are indeed possible. In this section, we consider steps federal policymakers could take to make progress in this area. We consider three broad approaches.

The first approach would, through either legislative or administrative action, restore state APCDs’ ability to require submission of data for self-insured plans, allowing state APCDs to once again provide a comprehensive picture of how health care services are received and paid for in their states. However, this approach would not address the various other limitations of the existing APCDs discussed above or would address these other limitations in an incomplete or cumbersome way.
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45 In practice, some vendors serve multiple state APCDs, which may reduce duplication to some degree.
47 Notably, the Health Care Cost Institute has produced reports with a national scope.
Federal policymakers of both parties have shown interest in making APCDs more effective. Most of those proposals have been primarily focused on addressing the problems created by the *Gobeille* decision, but some would also have helped address other problems with current APCDs.

In July 2016, just three months after the *Gobeille* decision, the Obama Administration promulgated a proposed regulation updating its data collection standards for all employee benefits. It did not propose specific language related to the collection of APCD-like information but did seek public comments on what changes it should make to health plan reporting “in light of the Supreme Court’s recent decision in *Gobeille v. Liberty Mutual Insurance Co.*” Commenters, including those representing both self-insured plans and APCDs, took this as an indication that the Department of Labor was considering policy along the lines indicated in Justice Breyer’s concurrence that would allow state APCDs to regain access to self-insured plan data. The federal government subsequently delayed the update process and withdrew this rule in the fall of 2019, seemingly due to general concerns about regulatory burden not specific to APCDs.

A more concrete proposal was introduced in the summer of 2019 by Senators Lamar Alexander (R-TN) and Patty Murry (D-WA), leaders of the Senate Health, Education, Labor, and Pensions (HELP) committee. In their Lower Health Care Costs Act, they proposed creation of what would essentially be a national APCD, containing data from all states and housed in a non-profit entity. Under their proposal, self-insured plans would be required to submit data to this system. These data would be available to state APCDs on the condition that they provide state-level data on Medicaid and insured plans. States could also require insured plans and other payers to submit data directly. The proposal established a process for research use and provided $15 million per year in funding.

In addition, in early 2020, Representative Dan Lipinski (D-IL) proposed legislation that focused narrowly on removing the barriers to APCDs created by the *Gobeille* decision. His bill would have simply modified ERISA to allow state APCDs to resume collecting data from self-insured plans. This legislation also included federal grants to support new and existing state APCDs.

Two additional approaches aim to address both the problems created by the *Gobeille* decision and the limitations of relying on an uncoordinated patchwork of state APCDs that pre-dated *Gobeille*. Policymakers could build a national APCD, which could fully address all of the limitations of existing APCDs discussed above. Alternatively, policymakers could seek to harmonize existing state APCDs and make state APCD data available through a federal clearinghouse, which would address some, but not all, of these limitations.

Table 1 summarizes these three potential changes to federal policy toward APCDs, as well as two other prominent proposals. The remainder of this section discusses these proposals in much greater detail.
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51 The bill also authorized grants to states to establish and maintain APCDs but did not appropriate funds for this purpose.
<table>
<thead>
<tr>
<th>Policy Approaches Considered in This Paper</th>
<th>Administrative or legislative?</th>
<th>Allows state APCDs to collect self-insured data?</th>
<th>Pre-Gobeille Limitations of APCDs</th>
</tr>
</thead>
<tbody>
<tr>
<td>Enable state collection of self-insured data</td>
<td>Either</td>
<td>Yes, directly</td>
<td>No (or limited)</td>
</tr>
<tr>
<td>Build a national APCD in a federal agency or non-profit</td>
<td>Either, but legislative path more likely</td>
<td>Yes, from national APCD</td>
<td>Yes</td>
</tr>
<tr>
<td>Harmonize state APCDs and create a federal clearinghouse</td>
<td>Either, but legislative path more likely</td>
<td>Yes, directly</td>
<td>Yes, with some limitations</td>
</tr>
</tbody>
</table>

| Other Approaches | | | |
| Collect self-insured data nationally and share with state APCDs (Senate HELP proposal) | Either, but legislative path more likely and needed for grants | Yes, from national APCD | Yes, for self-insured data, other data with limitations | Yes, for self-insured data, but not for other data | Yes | Partially |

| “Federated” approach with payers holding their own data and executing research queries | Legislative | Only through research queries | No | No | No | No |
Enable State Collection of Self-Insured Data

Policymakers that wish to restore something like the pre-
Gobeille status quo could pursue one of two broad paths. The simplest approach would be for Congress to amend ERISA to restore states’ ability to obtain data for self-insured plans, but agencies could achieve a similar outcome through rulemaking.

Legislative De-Preemption

The Supreme Court’s decision in Gobeille was a statutory decision (that is, it was based on the Court’s interpretation of the text of ERISA), so Congress could restore states’ ability to require data submission from self-insured plans by simply amending ERISA. Specifically, the law’s preemption clause could be modified to specify that state laws requiring data submission to an APCD are not preempted; Representative Lipinski (D-IL) introduced legislation doing exactly that in early 2020.52

Congress has changed the scope of ERISA preemption in a similar past instance: in 1981, the Supreme Court held that Hawaii’s employer mandate as preempted by ERISA,53 and in 1983, Congress modified ERISA’s preemption clause to declare that the state law was exempt from preemption.54 Further, such an approach would not represent a radical departure from how ERISA’s preemption clause has functioned historically. Since the 1990s, ERISA’s preemptive scope has been fairly limited in health policy because it is an area of traditional state regulation,55 so lawmakers need not worry that modifying the preemption clause in this way would disrupt the uniformity of the statutory scheme.

Congress could allow state APCDs to resume data collection with no restrictions. Alternatively, Congress could define the scope of de-preemption more narrowly, allowing states to avoid preemption only when state law meets certain criteria. In principle, this approach could help to address some of the limitations of state APCDs that predated Gobeille or ameliorate some stakeholder concerns. This would be a more significant departure from how ERISA’s preemption clause has historically been drafted, but it is feasible.56

Congress may wish to consider this type of approach in two main areas:

- **Data format and submission processes**: To address concerns about the burden of data collection, Congress could condition de-preemption on states collecting data in a fairly standardized format. It would be unwise to legislate use of any specific format, such as the APCD Council’s Common Data Layout, since that would preclude changes as technology improved. Rather, states could be required to collect data in a format established by federal agencies (likely the Department of Labor, in consultation with the Department of Health and Human Services) through regulation. This standardized format might naturally be the CDL initially but could evolve over time. The standardized format could also, in principle, make some allowance for states to collect state-specific data elements (as the CDL does).

54 29 U.S.C. § 1144(b)(5).
55 See, e.g., Travelers.
56 Note that Justice Thomas has articulated Commerce Clause concerns about ERISA’s preemption clause as a whole. For example, in his concurrence in Gobeille, he wonders about the extent to which “Congress can exempt ERISA plans from state regulations that have nothing to do with interstate commerce,” and he has called upon the Court to reconsider its ERISA jurisprudence as a whole. Gobeille v. Liberty Mut. Insurance Co., 577 U.S. ____ (2016) (Thomas, J., concurring). Legislation that conditions de-preemption on a variety of technical considerations may further exacerbate these concerns, though Justice Thomas’s views do not appear to command a majority.
Similarly, Congress could also consider measures to standardize the process by which states submit data to APCDs. This could include standardizing the schedule on which payers are required to submit data or how payers transmit data, although the benefits of standardizing the latter may be small.\textsuperscript{57} As with data submission formats, it would be unwise to legislate a particular schedule or transmission process, but Congress could direct the agencies to monitor specific aspects of the data submission process and provide authority for them to standardize elements of that process if opportunities to streamline it became apparent.

Congress could also consider limiting de-preemption to data collection from administrators that are either responsible for a minimum number of self-insured lives in the state or have any insured business in the state. For other administrators, the benefits of collecting the additional data may be small relative to the additional administrative burden created. However, it would be important that any exclusion threshold be set at a reasonably low level in order to ensure that APCDs remain representative of the state market.

• **Facilitating data use:** Congress could also condition de-preemption on APCDs having a suitable process for making data available to federal policymakers, researchers, and potentially other data users to access data. For example, states could be required to provide access to federal policymakers, adopt a harmonized application process for researchers that makes it easier for researchers to obtain data from multiple states, or produce a minimum set of public reports with aggregate data on health care spending. As above, it would likely be unwise to specify the details of these requirements in legislation, so Congress may wish to grant general authority to federal agencies to establish requirements like these in regulation.

Implementing these types of standards would likely reduce the burden on submitting entities and might make it somewhat easier for policymakers and researchers to access data, although they would likely accomplish much less in either area than proposals that would create a national APCD infrastructure. On the other hand, conditions of this kind, particularly conditions that would mandate that states offer broader data access, may require changes in some state laws since not all states provide research use on the same terms. That could meaningfully delay or even block access to self-insured data by some state APCDs. Changes to data collection formats and processes would also involve some transition costs for states and for payers. Efforts by the agencies to define and oversee these standards would also carry some opportunity costs and distract agency staff from other priorities. All of these costs should be weighed against the benefits of greater standardization going forward.

**Agency De-Preemption**

In the absence of new federal legislation, federal agencies have authority to facilitate state collection of data from self-insured plans through regulation. The Supreme Court’s majority opinion in *Gobeille* and Justice Breyer’s concurrence both highlighted the federal government’s authority under ERISA to establish reporting requirements for all employee benefits. The majority opinion noted that ERISA allows the Department of Labor to compel reporting of “such data or information [that] is necessary to carry out the purposes of” ERISA\textsuperscript{58} and to use these data “for statistical and research purposes, and [to] compile and publish such studies, analyses, reports, and surveys.”\textsuperscript{59} The Court also noted that the Affordable Care Act included new reporting requirements for group health plans that could encompass data related to health care claims.\textsuperscript{60} This is perhaps a more expansive view of the ERISA data collection authorities than the Department of Labor has previously adopted, but the majority opinion reflects the Court’s view that ERISA grants the agency authority to collect granular information from group health plans.

\textsuperscript{57} States generally use routine technical transactions for submission and whatever burden exists arises from the mechanics of establishing a connection to the APCD, which should generally be relatively easy.

\textsuperscript{58} 29 U.S.C. § 1024(a)(2)(B).

\textsuperscript{59} 29 U.S.C. § 1026(a).

\textsuperscript{60} 29 U. S. C. § 1185(d); 42 U. S. C. § 300gg–15a
Justice Breyer’s concurrence addresses these issues even more directly. He explicitly says that the authorities cited by the majority allow the Department of Labor to require self-insured plans to report data that mirrors the data collected by state APCDs. Further, he crafts what he views as a plausible path for state APCDs to continue to access self-insured data, mediated by the Department of Labor. This is consistent with a theme that Breyer has articulated in a series of concurrences beginning in the mid-1990s: that federal agencies can play an important role in helping courts to understand the preemptive scope of statutes under their jurisdiction.61

Specifically, Breyer’s concurrence envisions that federal government could collect APCD-like information and share the data with states, as appropriate, or the federal government could craft a path for states to access the data directly by “delegating” authority to the states:

I see no reason why the Secretary of Labor could not develop reporting requirements that satisfy the States’ needs, including some State-specific requirements, as appropriate. Nor do I see why the Department could not delegate to a particular State the authority to obtain data related to that State, while also providing the data to the Federal Secretary for use by other States or at the federal level. Although the need for federal approval or authorization limits to some degree the States’ power to obtain information, requiring that approval has considerable advantages. The federal agencies are more likely to be informed about, and to understand, ERISA-related consequences and health care needs from a national perspective. Their involvement may consequently secure for the States necessary information without unnecessarily creating costly conflicts.62

Federal agencies collecting data from self-insured plans and distributing it to the states is technically feasible, but it is a complex endeavor (discussed further below). However, many stakeholders and scholars believe that Justice Breyer’s suggestion that the Department of Labor could “delegate” the authority to collect data to states is a promising alternative for agency action.63

Breyer’s opinion suggests two limits on the way such agency-based de-preemption must be structured, at least in his view. First, Breyer calls upon the agency to reflect an understanding of “ERISA-related consequences” of the action it is taking, which likely requires the Department of Labor to place at least some conditions on states’ ability to collect data from group health plans. That is, blanket de-preemption of any state data collection efforts related to group health plans may not reflect an appropriately nuanced assessment of what is an appropriate requirement for group health plans under ERISA’s preemption clause. Second, Breyer’s concurrence envisions these data being available for use at the federal level. That is, if the information is being collected under the Department of Labor’s

61 In a line of cases in which the Court has assessed whether the FDA’s approval of and labeling requirements for a product preempts a state tort claim arising from injuries associated with that product, Breyer has emphasized the role that agency judgment can play in helping to understand the scope of preemption, and implicitly called upon agencies to provide that guidance. Medtronic v. Lohr, 518 U. S. 470 (1996) (Breyer, J., concurring in part and concurring in judgment), Wyeth v. Levine 555 U.S. 555 (2009) (Breyer, J., concurring). Cf. Bates v. Dow Agrosciences LLC, 544 U. S. 431 (2005) (Breyer, J., concurring) (addressing similar issues under the EPA’s jurisdiction). But see [Sharkey].


authority to determine what is necessary or appropriate under ERISA and the ACA, then the federal government must have some ability to access it.

Breyer’s opinion thus suggests that the federal government could, for example, promulgate a regulation delegating to state APCDs the authority to collect claims data from group health plans, provided that the data is collected in the Common Data Layout using a routine electronic format for submission. As with legislative de-preemption, the Department of Labor could also consider limiting this delegation to data collection from plan administrators that are either responsible for at least a minimum number of self-insured lives in the state or have any insured business in the state. Similarly, the federal government could require APCDs that collect data to make the information available for research use, though that may require legislative changes in some states. Regardless of how other researchers access these data, federal agencies must reserve the ability to access the information themselves for enforcement or analysis purposes.

If the agencies pursued this approach, the authority underlying this regulation should follow the outline provided by the Court in Gobeille, invoking general ERISA authorities as well as the ACA. Specifically, as described above, ERISA requires plans to file an annual report, and the Court majority explained that this language “permits the Secretary of Labor to ‘requir[e] any information or data from any [plan] where he finds such data or information is necessary to carry out the purposes of’” ERISA. In addition, ACA section 1311(e)(3) describes a series of data elements related to plan enrollment and health care claims that plans offered through the Health Insurance Exchange must provide to their regulators, along with “other information as determined appropriate.” Language codified into other federal statutes requires group health plans as well as other types of insured health benefits to provide the 1311(e)(3) data elements to their regulators, including the Department of Labor for group health plans. But because the 1311(e)(3) data elements are required of many types of health plans – not just group health plans – the 1311(e)(3) authority may not, on its own, confer authority to delegate collection under ERISA to the states. The ERISA authority cited by the Court majority in Gobeille more clearly plays that role.

Create a National APCD

The preceding section considered policies that would restore something resembling the pre-Gobeille environment, with self-insured plans (and other payers) submitting data to independent state APCDs. These approaches could be implemented relatively quickly and would enable states to continue their ongoing work with complete data. In implementing this type of approach, Congress and federal agencies could take some steps to reduce administrative costs associated with submitting data to APCDs and perhaps modestly broaden access to these data. However, this approach will fall well short of addressing the other limitations of the existing patchwork of state APCDs, particularly the challenges in combining data from multiple states and the fact that many states lack APCDs. We turn now to approaches that would build a truly national APCD, with data collected from all payers and in all states.

A national APCD could, in principle, be implemented either legislatively or through agency action. As described above, the Supreme Court has suggested that existing statutes convey authority to the federal government to collect APCD-like data from insured and self-insured commercial health plans, and the federal government could directly furnish the national APCD with Medicare and Medicaid data. That said, collecting and maintaining these data would be a significant undertaking that would require an investment of funding and human capital. The required sums would likely not be large in the context of the federal health care budget, but building a national APCD would nonetheless be a major commitment requiring interagency effort from the Departments of Labor, Health and Human

64 29 U.S.C. 1024
Services, and Treasury that would take resources away from other departmental priorities. Therefore, expansive federal data collection is most likely to occur if legislation mandates and funds such an effort. However, a motivated administration could likely undertake this initiative in the absence of Congressional action.

Below we describe the architecture of a national APCD, as we envision it. We describe the rules that would govern use of APCD data, privacy and security safeguards, funding requirements, as well as how the role of state APCDs would change following creation of a national APCD. We also address whether it would be preferable to house a national APCD in a non-governmental entity.

**Architecture of a National APCD**

The federal government would require all commercial payers to submit claims-level data to a national APCD operated by a federal agency. Given the expertise of the Department of Health and Human Services (HHS) in maintaining Medicare claims and other health care data, it would be the best entity to actually possess and maintain this database. However, it would be appropriate for HHS to operate the project in consultation with the Department of Labor and the Department of Treasury, with which it shares jurisdiction over the requirements applied to health care payers.

Under this approach, all commercial payers – health insurance issuers, insured and self-insured group health plans, and non-federal governmental plans – that meet certain relatively low enrollment thresholds would be required to submit claims data. (Note that this differs from the scope of data collection contemplated by the Senate HELP committee, which required federal data collection only from self-insured payers.68) Information would be submitted in a standard format specified by the agencies. Quarterly data submission may best balance policymakers’ and stakeholders’ desire for current and actionable information with minimizing the burden such data collection places on payers. Federal agency staff or contractors would be responsible for accepting data and performing the same types of quality checks that are conducted by state APCDs today and would have authority to enforce data submission requirements.

The federal government would furnish claims data for major public coverage programs to the APCD. The Centers for Medicare and Medicaid Services (CMS) directly holds claims data for traditional Medicare and collects similar data from Medicare Part D plans and Medicare Advantage plans.69 CMS also collects claims-level data for state Medicaid programs and Children’s Health Insurance Programs via its Transformed Medicaid Statistical Information System (T-MSIS), although there are currently some questions about the quality of the T-MSIS data.70 If those concerns persist, federal policymakers could consider instead obtaining Medicaid data via agreements with state APCDs, as we discuss below.

The Office of Personnel Management also likely has authority to facilitate collection of data from the Federal Employees Health Benefit Program. Since 2011, the agency has been investing in efforts to establish its own claims database; some carriers have opposed these efforts, but the agency insists it has legal authority to collect these data for its own purposes and for independent research.71 Using the...
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69 The encounter data collected from Medicare Advantage plans is currently believed to have some data quality problems. See “Report to the Congress: Medicare and the Health Care Delivery System,” MedPac, June 2019, http://www.medpac.gov/docs/default-source/reports/jun19_ch7_medpac_reporttocongress_sec.pdf?sfvrsn=0. Ensuring that the national APCD had complete and accurate data would be another reason to continue efforts to improve the quality of these data.
same authority, policymakers would fold the current effort into the national APCD, which would likely reduce burdens on insurers since carriers submitting to the OPM database would likely be submitting data to the APCD for their other products. The Veterans Health Administration could likely provide its data to the national APCD as well. The Department of Defense maintains similar data for its workforce in the TRICARE Encounter Data system and provides some limited access to civilian researchers.72 While similar to the information contained in an APCD, these data could have national security implications that limit the degree to which they can be shared; these issues are beyond the scope of this paper, but we believe the Department of Defense could likely share some limited data with a national APCD.

For all payers, we anticipate that the APCD would collect information similar to the information held by existing state APCDs, including the standard fields included on health care claims, patient demographic information, and certain plan characteristics.

Uses of APCD Data
We envision that the data held by a national APCD would be used for public reporting, research, and policymaking, like data held by state APCDs. In particular, agencies could produce routine reports on health care utilization, prices, and spending, as well as dimensions of health care quality that can be measured in claims data, both nationwide and disaggregated by geography. These reports would offer data users a sharper and more detailed picture of national trends, and the large sample sizes would particularly improve the ability to compare geographic areas. Agencies would also be able to conduct narrower analyses linked to current national priorities, just as state APCDs have produced analyses related to topics of current public and policy interest, such as the opioid epidemic.

Data in a national APCD would also be used to directly support policy design and implementation. Legislative agencies like the Congressional Budget Office, Government Accountability Office, Medicare Payment Advisory Commission, and Medicaid and CHIP Payment and Access Commission would access these data to conduct policy analysis and oversight through mechanisms similar to those they use to access Medicare and Medicaid data today. Executive branch policymakers could also use the data to conduct analyses to inform policy deliberations and, where relevant, for policy implementation. Use of APCD data for law enforcement or immigration enforcement purposes would be prohibited to avoid any risk of discouraging individuals from seeking appropriate health care (particularly care for substance use disorders), with narrow exceptions for anti-trust enforcement and investigations of health care fraud.

The national APCD would also make its data available to researchers. We expect that researchers could access APCD data in a manner similar to the way they access Medicare and Medicaid claims data today. Basic public use files that strip out all potentially identifying information could be made available through a simple process, and researchers could apply for access to more detailed data sets, subject to stringent privacy protections as described below. The existing Research Data Access Center (ResDAC)73 that helps researchers apply for and use Medicare and Medicaid data could be expanded to support researchers seeking data from the national APCD.
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A national APCD would need to develop rules about data access for organizations that may sell data products derived from APCD data. Medicare currently allows certain “Qualified Entities” (QE) to obtain Medicare data and sell products based on that data, provided that they also combine Medicare data with commercial claims data to produce certain public reports. We believe that there is no reason to bar commercial entities from accessing data and packaging it in ways that may be valuable for downstream users and that a national APCD would ideally create a counterpart to the QE program that enables access to national APCD data, subject to appropriate requirements.

Across all of these uses, policymakers would need to decide whether users of APCD data would be permitted to publicly disclose provider- or payer-level estimates, particularly estimates of negotiated prices. Many state APCDs permit public disclosure of provider- or payer-level data, and the Trump Administration has recently proposed several policies intended to make health care prices more transparent, including requiring providers to make their negotiated prices public.

The main potential advantage of allowing these types of disclosures is that it could support research on natural experiments that involve specific providers and insurers, which can provide insights about health care market dynamics that would otherwise be unavailable. However, provider and payer stakeholders are likely to oppose such disclosures through an APCD. Further, as discussed earlier, some believe that disclosure of negotiated prices could put upward pressure on prices, which would be both substantively undesirable and, as a procedural matter, could lead the Congressional Budget Office to estimate that legislation creating a national APCD that allowed such disclosures would increase federal spending. That said, as also discussed above, other evidence suggests that greater price transparency may not meaningfully increase prices or may even put modest downward pressure on prices. On balance, we lean toward permitting APCD users to report provider- and payer-specific estimates but acknowledge that there are arguments against a permissive approach.

**Role of Existing State APCDs**

If the federal government created a national APCD, the role of state APCDs might change. In particular, we envision the federal government would share with a state APCD all data collected from that state shortly after federal receipt, including data for self-insured plans that state APCDs cannot collect today. While states could continue collecting data from payers themselves, we anticipate that few state APCDs would choose to do so, provided that the federal government adopted appropriate quality control processes and prioritized delivering data to states in a timely fashion. To make ceasing data collection more attractive for states, the federal government could allow state APCDs to direct insured payers to provide some limited state-specific data elements to the national APCD, which would then be part of the data the federal government provided back to the state.

---


77 This approach, as well as the possible approach to Medicaid collection described in the next paragraph, parallels the approach envisioned for self-insured data under the Senate HELP Committee’s Lower Health Care Costs Act.

78 Medicaid data is a possible exception, as noted above. If T-MSIS data were determined to be inadequate, state APCDs could continue to obtain Medicaid data from their state Medicaid agencies and provide those data to the national APCD in exchange for the data collected by the national APCD (paralleling the structure envisioned in the recent Senate HELP bill).
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Over the long run, centralizing data collection would reduce states’ data collection costs, allowing them to focus their resources on data analysis and policy support. In the near term, however, the creation of a national APCD would impose some transition costs. Receiving data from the national APCD (rather than receiving it directly from each payer) would require state APCDs to develop processes for accepting and integrating that information into their data systems. It may also require changes in state law to align privacy or other standards.\footnote{Note that, in contrast to the HELP Committee’s bill, we envision a process where the national APCD would collect all data, not just data for self-insured plans. In addition to better facilitating use of the data by federal policymakers and multi-state analyses, we believe this approach ultimately reduces burden for state APCDs because the HELP process would require states to build the ability to accept national data without relieving them of the need to maintain their own data collection systems.}

States would lose some control in the shift to national data collection. While they would retain the ability to collect limited state specific elements and could likely adapt to the standardized data format, they would not be able to direct data submission from small entities or mandate certain formatting. Nor would they be able to oversee submission, conduct their own quality control processes, or leverage their in-state relationships to promote timely and accurate compliance with reporting standards.\footnote{That said, we expect a national APCD could achieve the same – or better – levels of overall data quality through a national quality control process and clearly articulated federal penalties for noncompliance.} Privacy and Security Safeguards

A national APCD would be powerful because it contains detailed information about health care delivery, including who received which health care services, who delivered those services, and who paid for them. But those data are obviously sensitive and, as noted earlier, some observers have expressed concern that holding claims-level information in a federal database poses risks to privacy. An important question, therefore, is how to ensure the privacy and security of data held in a national APCD.

To start, we note that while a national APCD is a new undertaking, it would not present fundamentally novel privacy or security concerns. As noted above, the federal government already possesses large amounts of claims data through operation of the Medicare and Medicaid programs, and, while there have been isolated security incidents, we are unaware of any significant data breach resulting from the use of claims data for program operations, public reporting, or research, a notable contrast with some private payers.\footnote{Consistent with this, the privacy and security of data in a national APCD can be ensured by adapting the procedures that the federal government already uses to safeguard claims data. Tying an APCD’s privacy and security safeguards to these existing federal laws would be superior to creating a new legal framework to govern privacy and security for the APCD. These existing frameworks have generally been successful in protecting health information held by the federal government. Indeed, the Privacy Act and HIPAA are the principal laws that govern CMS’ handling of data.}

The starting point should be to ensure that the APCD is subject to the Privacy Act, which protects the privacy and security of personal information held by the government, as well as the privacy and security requirements that apply to covered entities under the Health Insurance Portability and Accountability Act (HIPAA), which protect health information generally. The former would likely be automatic, while making an APCD subject to HIPAA rules could require explicit action by policymakers.\footnote{In particular, it is unclear whether an APCD would be a “covered entity” within the meaning of HIPAA and, thus, whether HIPAA’s privacy and security rules would automatically apply to an APCD.}

\footnote{See APCD Council, on behalf of State APCDs, Letter to the U.S. Senate Committee on Health, Education, Labor and Pensions regarding the Lower Health Care Costs Act of 2019, June 5, 2019, \url{https://www.apcdcouncil.org/sites/default/files/media/lowerhealthcarecostsact_comments_06052019_final.pdf}.}

Medicaid and Medicare claims data, and, as noted above, we are unaware of any significant data breaches affecting these claims databases. Linking protections for APCD data to these existing statutes also takes advantage of the fact that these statutes, as well as their accompanying guidance and regulations, are periodically updated in response to changing technology and other developments.

We envision that—pursuant to these laws—an APCD would adopt procedures to prevent inappropriate disclosure similar to those CMS uses to control access to Medicare and Medicaid claims data. For example, all researchers seeking identifiable data from CMS (that is, data from which an individual’s identity could potentially be discerned) must sign a data use agreement in which they agree to abide by specified security requirements and agree not to release results pertaining to groups of people smaller than 11. Researchers seeking datasets that contain the largest array of identifiable data elements must additionally submit a detailed application describing why their research project requires identifiable data, and the study must pass human subjects review by an Institutional Review Board operating under the Common Rule as well as review by the CMS Privacy Board. Many studies using CMS data now access and analyze those data via CMS’ Virtual Research Data Center, a secure computing environment maintained by CMS, rather than by receiving the data files directly, which allows CMS to retain control over the data even when used by researchers; a similar approach could be used in the context of a national APCD. Similar processes apply to other non-CMS users, including state governments and other federal agencies.84

We believe these procedural safeguards aimed at preventing inappropriate disclosure are the most important part of efforts to protect the privacy and security of information held by an APCD. However, as a further step to address privacy and security concerns, policymakers could consider limiting the APCD’s ability to collect or retain identifiable data. In considering options like these, it is useful to distinguish between two types of identifiable data elements:

- **Direct identifiers.** Health care claims data contain some fields that directly identify patients, such as a patient’s name or social security number. Completely barring the APCD from interacting with direct identifiers would make it impossible to use the APCD for longitudinal analyses that follows patients over time as they are served by different providers and covered by different insurers, which would substantially limit the questions an APCD could answer. For example, being unable to follow patients would make it impossible to use an APCD to study the care patients receive over the course of a pregnancy or in connection with a chronic disease. However, it is possible to facilitate longitudinal analyses without retaining direct identifiers within the APCD. In particular, it is possible to use direct identifiers in the original data to create an “encrypted” unique identifier that links together different records corresponding to the same person but does not itself reveal any identifying information. Indeed, with rare exceptions, CMS only provides encrypted unique identifiers when making Medicare and Medicaid data available for analytic use, and many other entities that hold identifiable data follow similar practices. An APCD would almost surely follow similar practices when making
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85 HIPAA regulations define a longer list of fields considered to be direct identifiers. See 45 CFR § 164.514(e).
86 See United States Census Bureau, “Data Ingest and Linkage,” September 7, 2016, https://www.census.gov/about/adrm/linkage/technical-documentation/processing-de-identification.html and the cited technical paper for a discussion of how the Census Bureau creates this type of encrypted identifier to enable research using the various identifiable databases it holds.
data available for analytic purposes, but policymakers could go one step farther and bar the APCD from even holding anything other than an encrypted identifier on an ongoing basis.

This type of approach could allay some stakeholder concerns and would have the advantage of making the APCD a less attractive target for identity theft or other large-scale fraudulent activities. However, even this restriction would have some downsides. In particular, direct identifiers in real-world claims data often contain minor errors and imperfections, like transposed digits, which can complicate creation of a unique identifier. Completely forbidding an APCD from holding unencrypted direct identifiers would limit the APCD’s ability to investigate approaches to creating encrypted identifiers that are more robust to data errors or to take advantage of improvements in methods for creating encrypted identifiers.

- **Indirect identifiers.** Many fields on health care claims databases that do not directly identify patients, such as dates of service, patient age, and patient zip codes, can nevertheless be used to identify individual patients when used in combination with each other and with other fields present on a health care claim. For example, claims data reflecting trauma care in a specific city on a specific date could be linked to news reports. However, preventing an APCD from collecting and retaining these types of indirect identifiers would severely limit the types of research an APCD could support. To take just one timely example, barring the APCD from holding indirect identifiers would likely prevent an APCD from simultaneously holding fine-grained data on both patient age and patient zip code. That, in turn, would reduce the usefulness of an APCD for studying COVID-19 due to the large differences in the pandemic’s impact by age and geography.

The claims database that would have been created by the recent Senate HELP proposal would have permitted the non-profit operating the database to collect identifiable information but would have required the non-profit to subsequently de-identify those records. Consistent with the discussion above, this process would allow creation of an encrypted unique identifier and, thus, facilitate use of the database for longitudinal analysis. However, it could require the removal of many data elements that may be indirect identifiers (like zip code or age), seriously limiting the database’s capabilities.

**Funding Requirements**

We have not produced a detailed estimate of what a national APCD might cost, but similar federal undertakings can provide some guidance on this question. Notably, the Agency for Healthcare Research and Quality (AHRQ) operates the Healthcare Cost and Utilization Project (HCUP), which collects data from state-operated inpatient and outpatient hospital encounter databases and then makes harmonized versions of those databases available to researchers for a fee. It also produces periodic reports based on its data and provides a web-accessible tool that can be used to produce aggregate tabulations without purchasing the underlying discharge databases. Budget documents show that funding for HCUP was between $9 and $14 million in fiscal year 2020.

---


90 See “National Institute for Research on Safety and Quality (NIRSQ),” Department Of Health And Human Services National Institutes Of Health, https://www.nih.gov/sites/default/files/wysiwyg/cpi/about/mission/budget/2021/FY_2021_CJ_NIRSQ.pdf (last visited September 18, 2020). The budget request indicates that AHRQ funding for HCUP and several other activities totaled $14.3 million in fiscal year 2020, which places an upper bound on the amount spent on HCUP. The request also indicates that the
The analogy between a national APCD and HCUP is imperfect. A national APCD would receive data from a greater number of entities than HCUP and would receive and manage a greater variety of types of data. A national APCD would also need to do all of its own data quality checks, whereas HCUP is able to rely to some degree on data quality checks performed by its state partners. On the other hand, a national APCD would collect data through a uniform process and format, whereas each of HCUP’s state partners submits data in slightly different form, which could reduce the effort a national APCD would need to invest in harmonizing different data sources.

On balance, we expect that operating a national APCD would be a more complex undertaking than operating HCUP, though not overwhelmingly so. Correspondingly, a reasonable guess might be that a national APCD would cost around twice what it costs to operate HCUP or around $20 million per year. Costs are likely to be higher initially as the APCD creates its basic data systems, so policymakers would likely need to provide additional start-up funding, perhaps on the order of $40 million. These estimates are consistent with the evidence described above that reveal state APCD operating budgets (operating on a smaller scale with fewer payers) of $1.6 to $4.4 million. Similarly, the Office of Personnel Management spent approximately $10 million to develop a claims database for the FEHB program.91 Further analysis to refine these cost estimates would be worthwhile.92

An Alternative Governance Structure: Housing a National APCD Within a Non-Profit

Some stakeholders have expressed concern about creating a federal database that holds detailed claims information. While some of those concerns reflect questions about how policymakers would maintain the security of APCD data, which we discussed above, some stakeholders may also harbor a general uneasiness about the government, particularly the federal government, possessing such a large quantity of health information, separate from fears regarding a potential breach.

As noted above, it is not fundamentally novel for a government entity to hold these types of data; the federal government holds claims data for the Medicare and Medicaid programs, and state APCDs will continue to exist and possess similar data in the absence of federal legislation. Nevertheless, given stakeholder concerns, policymakers have considered an alternative where Congress would direct that the national APCD data be collected and maintained by a non-profit organization under contract with the federal government.93

Under this type of approach, a non-profit entity (likely an existing organization that has experience with health care claims data) would receive a time-limited contract with the federal government. As a contractor, they would receive claims data from payers, make those data available to a variety of authorized users, and conduct their own research. A board of experts and stakeholders would provide oversight and advice on the maintenance and handling of the data. While contractors would almost certainly be involved in supporting any APCD that was housed within a federal agency, this type of approach differs by providing more autonomy and direct responsibility to the contractor.

Administration’s fiscal year 2021 proposal to provide $8.8 million for HCUP alone would only partially fund HCUP, which provides a lower bound on the amount spent on HCUP.


92 CMS also collects claims data and other similar data from health insurers to operate risk adjustment programs and for other similar purposes, including from insurers in the Medicare Part D program, the Medicare Advantage program, and the individual and small group markets. These data collection functions performed by these systems are, in most important respects, closely analogous to the functions that would need to be performed by a national APCD. Unfortunately, public estimates of spending on those systems is not readily available because budget documents combine spending on these data systems with other agency activities. However, the cost of those data systems would provide a useful datapoint for estimating the cost of a national APCD.

The framework poses important governance challenges, though steps can be taken to mitigate these difficulties to some degree. Specifically, three strategies can help ensure that the entity remains accountable to federal policymakers and the public interest:

- **Flexibility to change contractors.** Authorizing legislation and agency contracts should ensure that the federal government retains the ability – in practice, and not just in theory – to change contractors in the face of poor performance. The federal government should retain ownership of software products and require transition assistance in its contracts, and legislation should be drafted broadly to ensure multiple entities could be viable contractors.

- **Policymaker access to data.** Authorizing legislation and agency contracts should ensure that executive and legislative agency staff have flexible access to the data and are able to pursue agency objectives without interference from the contractor.

- **Clear federal control.** While a stakeholder board can provide some additional oversight of contractor performance, it is important that the federal government itself retain the authority to supervise the contractor and hold it accountable in the event of poor performance. Stakeholders should not gain the ability to direct research away from areas that affect their commercial interests.

In addition to potentially offering a more politically appealing path, a contractor-led approach may offer additional flexibility and agility in research. Contractors operating with significant autonomy could be effective in quickly developing usable data products that reflect emerging interests. On the other hand, even with governance safeguards, the inherent difficulties in holding an outside entity accountable raises the risk of poor performance.

**Harmonize State APCDs and Create a Federal Clearinghouse for APCD data**

If building a national APCD is judged infeasible or undesirable, a less ambitious approach would be to attempt to “stitch together” the current patchwork of state APCDs in ways that can overcome some—though not all—of the shortcomings of relying on a network of state APCDs. In many respects, this approach would mirror the approach the federal government has taken to stitch together state hospital encounter databases via the Healthcare Cost and Utilization Project (HCUP) operated by the Agency for Healthcare Research and Quality (AHRQ). Like creating a national APCD, it would likely be feasible to pursue this approach through agency action, but this type of project would be most likely to succeed if Congress mandates and funds the effort.

This approach would involve four main steps:

- **Facilitate state collection of data from self-insured plans.** To ensure that the state APCDs are able to provide a comprehensive picture of their commercial insurance markets, the federal government would grant state APCDs the authority to collect data from self-insured plans if they provided data to the federal clearinghouse described below. This could occur via either the legislative or administrative pathways described earlier.

- **Provide performance-contingent grants to state APCDs.** The federal government would provide grant funding to state governments to support the creation and maintenance of APCDs, with two objectives. First, the grant funding would encourage states that do not currently operate APCDs to set them up. Second, the funding would allow the federal government...
government to place certain requirements on how state APCDs collect and share data, as described below.

While it might be possible to use existing funding to support this type of grant program, ideally this grant program would be created and funded legislatively. To allow states to make long-term plans and investments, legislation should ideally provide a permanent mandatory appropriation. In light of the data on typical state APCD budgets discussed earlier, a reasonable estimate is that grant funding on the order of $2 million per state per year would be adequate to encourage state APCDs to comply with federal requirements. Inducing new states to set up APCDs might require larger amounts, as discussed below.

- **Create a federal clearinghouse for APCD data.** State APCDs that accept federal grant funds or wish to collect data from self-insured plans would be required to report the data they collect (including data reported by fully-insured plans) to the federal government, which would then integrate the various states’ data with federal Medicare and Medicaid data in a single harmonized database. As noted earlier, HCUP successfully performs a similar function with respect to state hospital encounter databases. Indeed, policymakers could consider making the federal clearinghouse part of the broader suite of HCUP databases.

As with a national APCD, we anticipate that the federal government would use the harmonized database to produce public reports and make the database available to researchers and policymakers. Similarly, we anticipate that the database would abide by privacy and security safeguards similar to those we envision for a national APCD.

The federal government would need to commit meaningful resources to support this type of clearinghouse. While we have not developed a formal cost estimate, the $9-14 million per year that the federal government currently spends on HCUP provides a reasonable point of comparison. Relative to HCUP, the clearinghouse would need to manage a greater variety of types of data but would have somewhat greater control over how that data is collected and submitted. On balance, we suspect that operating the clearinghouse would be modestly more complex than operating HCUP. Correspondingly, while a reasonable guess is that operating the clearinghouse might cost around $15 million per year on an ongoing basis, spending needs would likely be higher initially, and further analysis would be worthwhile. Some resources might be available in existing funding streams, but ideally Congress would pass new legislation directing the federal government to pursue this project and appropriating the needed funds.

- **Set common data collection standards.** To maximize the utility of the federal clearinghouse, the federal government would need to require state APCDs to abide by certain minimum data collection standards (for both insured and self-insured plans). Those standards would need to specify the minimum set of data elements states are required to collect, the schedule on which states would be required to collect and submit data, and a set of data quality standards that states would be expected to meet. Indeed, one limitation on the HCUP databases has been that some states’ discharge databases do not collect certain data elements or do not collect those data elements in comparable ways, which can complicate multi-state research projects. Federal policymakers could simultaneously seek to standardize how state APCDs collect data from payers, including by setting standards for the submission format and process akin to those discussed in the context of legislative and agency de-preemption. Compliance with all of these data collection standards could be made a condition of the grant.
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95 As under a national APCD, if data quality concerns with the T-MSIS data held by CMS persisted, the clearinghouse could consider instead collecting those data via the state APCD.

funds described above or of granting states the authority to collect data from self-insured plans.

This approach would be a substantial improvement over the status quo. Notably, it would restore the comprehensiveness of state APCDs, make it much easier to combine data from multiple states to support public reporting, research, and policymaking, as well as ensure that federal policymakers have ready access to APCD data.

However, relative to creating a national APCD, this approach would have some important limitations. First, while the grant funding we envision under this approach might encourage some additional states to create APCDs, it is unlikely to motivate all states to overcome the political opposition that APCDs can engender. Second, even with the common data collection standards envisioned above, it is unlikely that data would be perfectly comparable across states with so many different entities responsible for data collection. Third, harmonizing data submission process in the ways envisioned above would likely only modestly reduce administrative burdens for payers required to submit to multiple states, and it would do essentially nothing to reduce duplication of state APCD infrastructure.

Policymakers could, in principle, address the first of these problems (incomplete coverage) by allowing the federal government to operate a federal APCD in states that decline to set up an APCD or that wish to cede these functions to the federal government, essentially creating a hybrid of the clearinghouse approach envisioned in this section and the national APCD approach discussed earlier. This approach could ensure truly national coverage and create a platform that could encourage migration toward a truly national APCD over the long run, albeit at higher cost at least in the short run.

The recent Senate HELP Committee proposal (see Box 2) offered a different form of hybrid approach, with some advantages and disadvantages relative to the hybrid approach discussed in the last paragraph. On the positive side of the ledger, the HELP bill envisioned the federal government handling all data collection related to self-insured plans, which would likely both improve data quality and reduce administrative burden. However, the HELP bill had no mechanism to collect insured data in states without APCDs, and it is unclear whether the HELP bill would have provided the authority required to regulate state APCDs’ data collection practices as we envision above.

A Note on “Federated” Alternatives to APCDs

As an alternative to the policy approaches considered in this section, particularly creating a national APCD, some health plans have suggested creating a “federated” or “distributed” claims data system. 97 Under this approach, each plan would retain possession of its own data, but data users could query those plan-specific databases under certain circumstances. We are unaware of any fully fleshed-out proposal to create a federated system as an alternative to an APCD. However, advocates of this approach seem to have two broad architectures in mind, each of which we discuss in turn.

Under the first architecture, payers would transmit only aggregate summary statistics in response to queries from data users. 98 This structure mirrors the External Data Gathering Environment (EDGE)
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servers used to collect data from payers for the individual and small group market risk adjustment programs.

This type of system would be dramatically less useful to data users than a traditional APCD. Most importantly, because end users would receive only summary statistics from each contributing payer’s data, end users would need to write specialized code to compute market-wide aggregates, rather than calculating such amounts using standard statistical packages. For anything more complicated than calculating market-wide means (e.g., fitting a regression model), this would be a formidable task. And some analyses would be effectively impossible under this structure because many statistics—including statistics as simple as the market-wide median payment for a particular service—cannot be calculated based solely on summary statistics from each payer’s data. It is also often hard to assess data quality and modify analyses to mitigate data quality problems without access to claims-level information, which could threaten the reliability of analyses performed using this type of system.

Advocates of this approach argue that it would better protect the security of claims data. Indeed, data users would no longer be able to access to claims-level information, which would remove one potential source of a breach; however, as discussed earlier, those risk can be mitigated in other ways. And beyond limiting data users’ access, the security advantages of this approach are unclear. Each payer would now need to set up an internet-connected server that contains its claims data and responds to queries from data users, rather than submitting data once to the APCD and having the APCD handle interactions with end users. Thus, the number of potential sources of a data breach would be much higher under this type of arrangement, although the number of records exposed in any given breach would be smaller.

Under the second architecture, data users could obtain claims-level information from each payer and assemble a temporary local dataset for analysis.99 This approach would avoid many of usability pitfalls of the EDGE-like approach described above, but it would still have important weaknesses relative to a traditional APCD; notably, data users could not benefit from the APCD’s data curatorial efforts, particularly efforts to identify and resolve data quality problems and ensure comparability of data elements across data submitters. Moreover, this structure would have no meaningful security advantages relative to a traditional APCD and would arguably be worse in light of the fact that, as under the EDGE-like model, each payer would need to host its claims data on its own internet-connected server.

A final important note is that, regardless of the precise architecture, many supporters of federated approaches appear to envision that each individual payer would approve or disapprove use of its data on a case-by-case basis.100 Indeed, this may be the key feature of a federated approach from the perspective of its proponents. However, given the large number of payers involved, requiring payer approval would likely make using these data prohibitively burdensome in most applications. It would also inappropriately constrain research that payers viewed as opposed to their parochial interests.

Conclusion

APCDs are important tools for understanding and improving our health care system, but existing APCDs have major limitations. State APCDs’ inability to collect data from self-insured plans prevents them from providing a complete picture of health care enrollment and payment within a state. Moreover, the 23 states that have APCDs today encompass only half the population, and our existing
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patchwork system makes it difficult to conduct analyses with multiple states’ data, limits the availability of these data for federal policymaking, and fails to exploit potential economies of scale.

Federal policymakers have a variety of options to redress these problems. They could: (1) act surgically to undo the effects of the 2016 Supreme Court decision that blocks states from collecting APCD data; (2) build a truly national APCD covering all states and all payers; or (3) work to harmonize existing state APCDs and encourage states that currently lack APCDs to create them.

We believe that creating a national APCD is the best of these approaches. With a small investment of resources relative to national health care spending, policymakers could create a tool that offers a comprehensive picture of the health care system that no existing data source can come close to providing, thereby accelerating efforts by a wide range of public and private actors to better understand and ultimately improve American health care. Efforts to expand state APCD coverage and harmonize existing APCDs could also improve on the status quo (as well as the pre-Gobeille status quo) and might encounter somewhat less stakeholder opposition. That said, such a project would achieve less than creating a truly national APCD, and we view it as a decidedly second-best alternative.

Finally, we underscore that if the political will cannot be summoned to pursue these larger projects, either Congress or federal agencies should act swiftly to at least restore states’ ability to collect self-insured data. While not costless, this is a fairly simple undertaking that will make existing APCDs far more useful and comprehensive. It would also allow state APCDs to maximize their own potential, hopefully building a constituency for creating a better national infrastructure over the longer-term.
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